
What is What is inTRUST?inTRUST?
inTRUST delivers real-time security and compliance monitoring 
— going beyond “snapshot” scans.  

It continuously tracks vulnerabilities, rogue devices, and threats, 
giving you a live view of your security posture.
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Let’s talk...Let’s talk...
inTEC brings proven expertise, backed by industry-leading accreditations. 
Our inTRUST solutions deliver reliable, effective support tailored to your organisation. 
Speak to your inTEC Account Manager to get started.

What are the key features of What are the key features of inTRUST?inTRUST?
Centralised monitoring of your IT environment
Fast detection of suspicious activity
Intelligent log management & threat correlation
Actionable alerts to speed incident response
Continuous scanning of IT assets
Prioritised risk assessment for remediation
Alignment with CE+, CIS & NIST standards
Demonstrable commitment to cyber security

InTRUST PACKAGES BASIC
£1.00/mo/device

STANDARD
£3.00/mo/device

PREMIUM
£7.50/mo/device

VULNERABILITY APPLIANCE
£25/mo/per site

Remote monitoring and management (rmm ✔ ✔ ✔

VULNERABILITY
SCANNER VIRTUAL
MACHINE LICENSE

Microsoft patching ✔ ✔ ✔

Anti-virus ✔ ✔

Endpoint detection & response (edr) ✔

Ransomware protection ✔

3rd party patching ✔

Vulnerability scanning for endpoints* ✔

What are the benefits of What are the benefits of inTRUST?inTRUST?

Vulnerability Detection
Identify and prioritise 
weaknesses on endpoints, 
meeting compliance while 
reducing risk.

Alerting & Notification
Customisable alerts, 
dashboards and reports to 
accelerate threat response.

Regulatory Compliance
Simplify CE+, PCI DSS, GDPR 
and other frameworks with 
built-in tracking.

Endpoint Detection & 
Response (EDR)
Continuous monitoring and 
behavioural analysis to stop 
advanced threats.

*Vulnerability scanning appliance for network device scanning requires on-site hypervisor (ie/ Hyper-V or VMWare server)
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